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• Main message: open source codes, available online!
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- New contributions still welcome!
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• Implementations of 17 hash functions
• In three “categories”
  – SHA256 and the SHA3 candidates
  – Lightweight hash functions
  – Block cipher based constructions
• Work in progress, many source codes already available:

http://tinyurl.com/openhash
For example: code size x cycle count (be aware of different scales!!!)
THANKS!

More benchmarking on the website
http://tinyurl.com/openhash

Full paper to appear...